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Ms. Jody Angelini  –  Director, CyberSecurity & Technology Management, C&A Consulting LLC 

Background: Jody Angelini has over 40 years of experience in technology management and 
consulting, with Clarus Consulting LLC, Clearing House Payments, Pennsylvania Higher 
Education Assistance Agency, Commonwealth of Pennsylvania; Office of Administration, 
Office of Budget, and Dept. of Revenue, as well as the PA Air National Guard.  She brings a 
holistic, integrated approach to implementing and solving clients’ information technology 
(IT), security infrastructure and business requirements that align with the organization’s 
strategic business and IT objectives.  Ms. Angelini has direct line management experience 
of supervising Technology and Information Security (InfoSec) teams. 

Industry Knowledge:  Ms. Angelini is a seasoned practitioner in the design and execution 
of Information Technology, InfoSec, Compliance, Governance, Risk methodologies and 

frameworks.  Ms. Angelini reviews and assesses the IT and security needs of client organizations, identifies gaps, and 
provides solutions to close identified gaps and to meet organizational business and audit requirements.  

Throughout her career, Ms. Angelini has built IT and InfoSec offices from the ground up.  She served as Chief Security 
Officer/VP at PHEAA and as VP of Network Technology and Client Support Services with direct report to the CIO/SVP.  She 
has worked directly with C-level management to ensure IT and InfoSec aligned with the organization’s strategic objectives. 

Ms. Angelini provides technology leadership and management of IT/IS operations, policy and planning.  She leverages 
strong subject matter expertise to provide consultancy services to senior and executive management in the financial 
services sector.  She is a Certified Information Systems Auditor (CISA) and Certified Information Security Manager (CISM).  

Notable Accomplishments:   

• Established and managed the first Enterprise Information Security program and pro-actively crafted key elements to 
meet client requirements and projected government regulations to safeguard the agency's $84.4B in assets, 
intellectual property and computer systems, as well as physical safety of employees and visitors.   

• Established and managed a client server environment for an agency to include Windows Servers, Unix (AIX, SUSE, 
RedHat), Telecom (Call Management, Predictive Dialler, PBX, IVR, etc.) TCP/IP Transmissions, Network (Routers, 
Switches, IDS/IPS, Firewalls, etc.), Imaging, and Workstations (PCs/Laptops).  

• Established Enterprise Business Continuity and Disaster Recovery governance across the organization, consistent with 
industry best practices, regulatory requirements, and compliance with agency third-party contracts. Developed, 
implemented and managed offsite disaster & business recovery plans (DRP/BCP) for all four locations. 

• Conducted several third-party security and privacy assessments; all clients received their Authority to Operate. 

Specialties:  Compliance with NIST, ISO, FISMA, COBIT, PCI-DSS, HIPAA, DFARS, PUB 4812, PUB 1075, and: 
• IT Audit & Compliance Management • Risk Management   • Security Incident Response Programs 
• IT & IS Management  • Asset Management & Data Classification  • Contingency Plans & Business Resumptions 
•  Configuration Management & SDLC • IT Governance, Security, & Privacy • Identity & Access Management 
•  Security & Privacy Training   • Vendor & Client Management  • Physical & Environmental Security 
• Vulnerability & Gap Analysis     

 
Interests:  Boating, Jet Skiing, Golfing, Scrapbooking, Gardening, Traveling 


